Chapter 7

Networks

Computer Security

7.1 What is Network Security?
Figure 7.4: Sender/receiver and interrupt (write, read, and program)

Communication across systems (in and out of computer) involves the exchange of data. This exchange is facilitated by the use of communication protocols that define the rules and procedures for sending and receiving data. Communication systems can be classified as either synchronous or asynchronous. Synchronous systems use timing signals to ensure that data is transmitted and received in a timely manner, whereas asynchronous systems use a clock to synchronize data transmission.

Synchronous systems are typically used in situations where real-time communication is required, such as in industrial control systems or in the transmission of voice and video. Asynchronous systems are used in situations where data can be transmitted at a slower rate, such as in the transmission of text and data over the internet.

Communication systems can also be classified as either half-duplex or full-duplex. Half-duplex systems allow communication in only one direction at a time, whereas full-duplex systems allow communication in both directions simultaneously.

The performance of communication systems is determined by several factors, including the bandwidth of the communication channel, the distance between the sender and receiver, and the type of data being transmitted.

Understanding and controlling the communication process is crucial to ensuring the effective and efficient transmission of data.
The principles of cryptography

7.2 Principles of Cryptography

The distribution of cryptographic algorithms is a matter of national security and international politics. The export of cryptographic algorithms is regulated by the Export Administration Regulations (EAR). The transfer of cryptographic algorithms for commercial purposes is prohibited without a license from the Bureau of Industry and Security (BIS). The development of new cryptographic algorithms is a legal concern, and the use of unlicensed algorithms is illegal.

The principles of cryptography are based on the concept of key exchange. The key exchange process involves the following steps:

1. Key generation
2. Key distribution
3. Key agreement

The key generation process involves the generation of a unique key for each user. The key distribution process involves the distribution of the keys to the users. The key agreement process involves the agreement of the keys between the users.

The principles of cryptography are based on the concept of encryption and decryption. The encryption process involves the conversion of plaintext into ciphertext, while the decryption process involves the conversion of ciphertext into plaintext.

The principles of cryptography are based on the concept of the confidentiality, integrity, and authentication of data. The confidentiality of data ensures that only authorized users can access the data. The integrity of data ensures that the data has not been altered. The authentication of data ensures that the data is from a trusted source.

The principles of cryptography are based on the concept of the non-repudiation of data. The non-repudiation of data ensures that a user cannot deny the authenticity of the data.

The principles of cryptography are based on the concept of the resilience of data. The resilience of data ensures that the data can withstand the effects of attacks.

The principles of cryptography are based on the concept of the provability of data. The provability of data ensures that the data can be verified.

The principles of cryptography are based on the concept of the transparency of data. The transparency of data ensures that the data can be easily understood.

The principles of cryptography are based on the concept of the accountability of data. The accountability of data ensures that the data can be traced.

The principles of cryptography are based on the concept of the provability of the correctness of data. The provability of the correctness of data ensures that the data is correct.

The principles of cryptography are based on the concept of the provability of the non-repudiation of data. The provability of the non-repudiation of data ensures that a user cannot deny the authenticity of the data.
7.2  •  Complementary Domains

Figure 7.2  •  Complementary Concepts

Complementary concepts refer to a set of concepts that are related in such a way that their combined use enhances understanding or problem-solving.

A complementary concept diagram shows the relationships between different complementary concepts.

In this diagram, the concepts are interconnected, and each one complements the others in some way. This illustrates the idea that understanding one concept can help you understand another, and vice versa.

The complementary concepts are:

- Concept A
- Concept B
- Concept C
- Concept D
- Concept E

These concepts are not independent but rather interdependent, meaning that knowledge of one can help in understanding the others. This can be particularly useful in fields where multiple concepts are used together.

For example, in science, understanding the complementary nature of concepts like light and matter can help in the development of new technologies.

In summary, complementary concepts are a powerful tool for enhancing understanding and problem-solving. By recognizing the relationships between different concepts, you can gain a deeper insight into the subject matter and apply your knowledge more effectively.
Figure 13.2 Public Key Encryption

In a public key cryptosystem, each participant has a pair of keys: a public key and a private key. The public key is used for encryption, and the private key is used for decryption. Anyone can encrypt a message using the public key, but only the holder of the corresponding private key can decrypt it.

The most well-known public key cryptosystem is RSA, which was invented by Rivest, Shamir, and Adleman in 1977. RSA is based on the difficulty of factoring large numbers, and it is widely used for secure data transmission over the Internet.

Other important public key cryptosystems include Diffie-Hellman key exchange, which is used to securely exchange a key for use with a symmetric cryptosystem, and Elliptic Curve Cryptography (ECC), which offers the same level of security as RSA but with smaller key sizes.

Public key cryptosystems are important because they allow secure communication over insecure channels, such as the Internet, without the need for a pre-shared secret key.
The DESX produces a new key in each round, and is not known to be secure against exhaustive key search attacks. It is recommended that the key be chosen at random for each new DESX session.

\[ n = n_0 + \text{mode}(x, n) \]

where $n$ is the initial key and $x$ is the plaintext. The DESX encryption is performed in rounds:

\[ \text{DESX}(n, x) = \text{DES}(n_0 + \text{mode}(x, n)) \]

The DESX key schedule is given by:

- $n_0 = n$
- $n_{i+1} = n_i + \text{mode}(x, n_i)$

The DESX decryption is performed in reverse:

\[ \text{DESX}^{-1}(n, x) = \text{DES}^{-1}(n_i + \text{mode}(x, n_i)) \]

with $n_i$ chosen as described above.

### Table 2.5: DESX Key Schedule

<table>
<thead>
<tr>
<th>$i$</th>
<th>$n_i$</th>
<th>$\text{mode}(x, n_i)$</th>
</tr>
</thead>
<tbody>
<tr>
<td>0</td>
<td>$n_0$</td>
<td>$x$</td>
</tr>
<tr>
<td>1</td>
<td>$n_1 = n_0 + \text{mode}(x, n_0)$</td>
<td>$\text{mode}(x, n_0)$</td>
</tr>
<tr>
<td>2</td>
<td>$n_2 = n_1 + \text{mode}(x, n_1)$</td>
<td>$\text{mode}(x, n_1)$</td>
</tr>
<tr>
<td>...</td>
<td>...</td>
<td>...</td>
</tr>
</tbody>
</table>

In practice, the DESX key schedule is typically used with larger keys than the original DES, to increase security.

Why does RSA work?

The security of RSA relies on the difficulty of factoring large numbers. The public key $(n, e)$ is composed of a large composite number $n$ and a small public exponent $e$, while the private key is the pair $(d, n)$ where $d$ is the multiplicative inverse of $e$ modulo $(n-1)\cdot\text{gcd}(n,e)$. The security of RSA is based on the assumption that factoring large numbers is computationally infeasible. The private key can be used to decrypt messages encrypted with the public key, but without knowledge of the private key, it is computationally infeasible to determine the private key from the public key.
Authentication is the process of proving one's identity to someone else. In this section, we will discuss various methods of authentication and their implementation in computer systems.

### 7.3.1 Authentication Process

1. **Request**: The user sends a request to the server containing credentials.
2. **Verification**: The server verifies the credentials against its database.
3. **Grant Access**: If the credentials are valid, access is granted.

### 7.3.2 Authentication Process (II)

- **Password Authentication**: Uses a simple password for authentication.
- **Two-Factor Authentication**: Requires two forms of identification for authentication.
- **Biometric Authentication**: Uses biometric characteristics for authentication.

### 7.3.3 Authentication Process (III)

- **Certificate-based Authentication**: Uses digital certificates for authentication.
- **Token-based Authentication**: Uses tokens for authentication.

In conclusion, the choice of authentication method depends on the security requirements and the resources available. It is important to choose the right method to ensure the security of the system.

---
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7.3.5 Authorization Process:

The problem with MDs is that the password is not stored as part of the secret information stored on the MDs. So the user needs to type their password every time they want to access the MD. This can be a inconvenience for the user. To solve this problem, a password must be stored on the MD. This password is then used to encrypt the secret information stored on the MD.

7.3.6 Authorization Process:

The user logs in by typing their username and password. The authentication server verifies the username and password. If the username and password are correct, the user is granted access to the system. If the username and password are incorrect, the user is denied access to the system.

Figure 7.9 & 7.10: A simple scenario
Figure 7.24: A schematic view of the middle staff.

7.4 Integrity

The middle staff (the middle staff) is a constellation of security measures that are employed to protect the integrity of a computer system. These measures include:

1. Access control: Ensures that only authorized users can access the system.
2. Authentication: Verifies the identity of users to ensure they are who they claim to be.
3. Authorization: Determines what actions a user is allowed to perform on the system.
4. Encryption: Protects data from being intercepted or read by unauthorized users.
5. Auditing: Monitors system activities to detect unauthorized or malicious behavior.
6. Loss recovery: Protects against data loss due to hardware failures.
7. McAfee: A leading provider of security solutions.
8. McAfee AntiVirus: A comprehensive antivirus solution.
10. McAfee Total Protection: A comprehensive suite of security solutions.
7.5 • Key Distribution and Certification

Key management makes SHAs more secure.

Table 7.18 • Initial message and X 250 message over the same connection

<table>
<thead>
<tr>
<th>Command</th>
<th>ASCII</th>
<th>In 12 D 5 C</th>
<th>8 0 8 6</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>2</td>
<td>0 3 0 0</td>
<td>6 0 1 6</td>
</tr>
</tbody>
</table>

Diagram 7.17 • Finding the content of signed messages

The AMSG message contains the sender's certificate and other relevant information. The recipient checks the certificate's validity and verifies the message's integrity using the sender's public key. If the certificate is valid and the signature verifies, the message is considered authentic.
7.5 The Key Distribution Center

In contrast to the public key cryptography systems which depend on the exchange of public keys, symmetric key cryptography systems require a mechanism for secure exchange of secret keys. This is typically achieved through a Key Distribution Center (KDC). The KDC is responsible for managing the distribution of secret keys to ensure secure communication between entities.

Principles in Practice
Figure 7.20: Study measurements in Bog using public key cryptography

7.2.3 Critical Key Categorization

- The KC is the key that is used for encryption and decryption of messages. It is stored securely and only accessible to authorized personnel.
- The KC is encrypted with the user's public key and transmitted to the user. The user decrypts the message using their private key.
- The KC is updated regularly to ensure security against potential attacks.
- The KC is stored in a secure location and is only accessible to authorized personnel.
- The KC is transmitted over a secure channel to ensure confidentiality.

7.2.4 Managing KCs

- The KC is generated and stored in a secure location.
- The KC is transmitted over a secure channel to the user.
- The user decrypts the KC using their private key.
- The KC is updated regularly to ensure security against potential attacks.
- The KC is transmitted over a secure channel to ensure confidentiality.

7.2.5 Key Management

- The KC is stored in a secure location and is only accessible to authorized personnel.
- The KC is transmitted over a secure channel to ensure confidentiality.
- The KC is updated regularly to ensure security against potential attacks.
- The KC is transmitted over a secure channel to ensure confidentiality.
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Figure 7.23. A network diagram of the communication between the devices in the network.

7.8. Access Control: Firewalls

An interesting aspect of network security is the perimeter firewall. A perimeter firewall is a device that sits between the internal network and the external network, and it enforces security policies to control the flow of traffic between the two networks.

Perimeter firewalls are used to protect unauthorized access to the internal network. They can be configured to allow or deny certain types of traffic based on rules that are defined by the network administrator. These rules can be based on various criteria, such as source and destination IP addresses, port numbers, and protocol types.

The configuration of a perimeter firewall is often done through a graphical user interface (GUI) that allows the administrator to easily configure the rules and policies. This GUI typically includes a policy editor that enables the administrator to create new rules or modify existing ones.

Once the firewall rules are defined, they are applied to the firewall's interface to control the traffic flow. The firewall can be configured to log the traffic that passes through it, which can be useful for monitoring and troubleshooting purposes.

Perimeter firewalls are an important component of network security, and they are used to protect the network from unauthorized access and attack. They are an essential part of any robust security strategy, and they are often used in conjunction with other security measures, such as intrusion detection systems (IDS) and intrusion prevention systems (IPS).

Figure 7.24 A diagram showing the communication between the devices in the network.
Figure 7.44 • Proactive control of application gateway and traffic

7.6.2 Application Gateway

The application gateway provides a layer of intelligence to the network, offering a range of security services such as web application firewall (WAF), content filtering, and SSL offloading. It acts as a proxy between the internal network and the external internet, ensuring that only authorized traffic is allowed to pass through.

When an application is hosted in the cloud, the application gateway becomes a critical component of the security strategy. It acts as an intermediary to ensure that only authenticated and authorized requests are processed by the application. This helps in protecting the application from various attacks and ensures the confidentiality, integrity, and availability of the data.

In the context of DevOps, the application gateway plays a crucial role in integrating application and infrastructure security. It allows developers to focus on building secure applications without worrying about the underlying infrastructure security. By automating the application security policies, the application gateway helps in achieving higher levels of security and reliability.

The application gateway is also crucial in cloud-based applications, where the infrastructure is dynamic and subjects to frequent changes. It ensures that the security policies are always up-to-date and enforced consistently across different environments.

In summary, the application gateway is a vital component of the security strategy in cloud-based applications. It provides a layer of intelligence that helps in securing the application from various threats and ensures the integrity and availability of the data.
Figure 7.22: PSK Ciphers in an Environment with a Specific Layout

A packet is a fundamental unit in a network and is transmitted over the network. The packet contains data to be delivered to the destination. The packet may contain information about the source and destination addresses, as well as data that needs to be transmitted to the destination. The packet is composed of a header, which contains information about the packet, and the payload, which contains the actual data to be transmitted.

7.2.2 Packet Filtering

Packet filtering is a crucial aspect of network security. It involves inspecting packets as they traverse the network to ensure that only authorized packets are allowed to pass. The filtering process is based on a set of rules that define which packets should be allowed or blocked. These rules are typically defined in a packet filter table, which is configured on a network device, such as a router or a firewall.

Understanding packet filtering is essential for network administrators as it enables them to control access to the network and protect it from unauthorized access. By configuring packet filters, network administrators can prevent unauthorized access to critical network resources, such as servers and network devices, and protect against common security threats, such as denial-of-service attacks and man-in-the-middle attacks.

7.3 Attacks and Countermeasures

Network communication and data transmission can be vulnerable to various attacks. These attacks can result in the theft of sensitive information, the disruption of network services, and the exposure of vulnerabilities in network components. There are several types of attacks, including denial-of-service attacks, man-in-the-middle attacks, and malicious code injection attacks.

To counter these attacks, network administrators can implement various countermeasures. These countermeasures include implementing strong authentication mechanisms, encrypting data transmission, using firewalls and intrusion detection systems, and regularly updating network components to ensure they are patched and protected against vulnerabilities.
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Figure 7.27 - A 2D Representation of Key Explanation:

- (a) couch 1, (b) couch 2, (c) couch 3, (d) couch 4,
- Explanation 1: (1) explanation 2, (2) explanation 3, (3) explanation 4,
- Explanation 2: (1) explanation 2, (2) explanation 3, (3) explanation 4.

- Explanation 3: (1) explanation 2, (2) explanation 3, (3) explanation 4.
- Explanation 4: (1) explanation 2, (2) explanation 3, (3) explanation 4.

- Explanation 5: (1) explanation 2, (2) explanation 3, (3) explanation 4.
- Explanation 6: (1) explanation 2, (2) explanation 3, (3) explanation 4.

- Explanation 7: (1) explanation 2, (2) explanation 3, (3) explanation 4.
- Explanation 8: (1) explanation 2, (2) explanation 3, (3) explanation 4.

- Explanation 9: (1) explanation 2, (2) explanation 3, (3) explanation 4.
- Explanation 10: (1) explanation 2, (2) explanation 3, (3) explanation 4.

- Explanation 11: (1) explanation 2, (2) explanation 3, (3) explanation 4.
- Explanation 12: (1) explanation 2, (2) explanation 3, (3) explanation 4.

- Explanation 13: (1) explanation 2, (2) explanation 3, (3) explanation 4.
- Explanation 14: (1) explanation 2, (2) explanation 3, (3) explanation 4.

- Explanation 15: (1) explanation 2, (2) explanation 3, (3) explanation 4.
- Explanation 16: (1) explanation 2, (2) explanation 3, (3) explanation 4.

- Explanation 17: (1) explanation 2, (2) explanation 3, (3) explanation 4.
- Explanation 18: (1) explanation 2, (2) explanation 3, (3) explanation 4.

- Explanation 19: (1) explanation 2, (2) explanation 3, (3) explanation 4.
- Explanation 20: (1) explanation 2, (2) explanation 3, (3) explanation 4.
The image appears to be a page from a document discussing a specific protocol or mechanism, possibly related to computer networks or security. It includes a diagram with textual annotations and a flowchart. The text is not fully legible, but it seems to be explaining a process or protocol, possibly related to message authentication or encryption in a network context.
HTTP/2 & QUIC

HTTP/2 improves on the efficiency of HTTP/1.1 by introducing several key features that enhance performance and security.

1. Multiplexing: HTTP/2 supports multiplexing, allowing multiple requests and responses to be sent over a single TCP connection. This reduces the number of connections needed and improves performance.
2. Stream prioritization: HTTP/2 allows for stream prioritization, enabling the prioritization of streams based on their importance. This helps ensure that the most critical data is delivered first.
3. Server Push: HTTP/2 introduces Server Push, where the server can initiate the connection by sending resource requests before they are explicitly requested by the client. This can improve performance and delivery times.

QUIC (Quick UDP Internet Connections) is a transport protocol that provides a fast, secure, and reliable connection for web applications.

1. Fast startup: QUIC supports fast startup, allowing for quicker connection establishment and faster data delivery.
2. Reliable delivery: QUIC provides end-to-end reliability, ensuring that data is delivered accurately and without loss.
3. Security: QUIC offers strong security features, including encryption, integrity protection, and mutual authentication, making it suitable for sensitive data transmission.

In the section on QUIC, we can see how the QUIC protocol can improve the performance and security of web applications.
7.8.4 Security in IEEE 802.11

IEEE 802.11 provides several security features to protect the network and its users. These features are designed to prevent unauthorized access and ensure the confidentiality, integrity, and availability of the network.

1. Authentication: This feature verifies the identity of the device attempting to connect to the network. It ensures that only authorized devices can access the network.

2. Key Management: This feature involves the distribution and management of cryptographic keys used for encryption and decryption. It ensures that sensitive data is transmitted securely.

3. Encryption: This feature encrypts data transmitted over the network. It ensures that the data is protected from interception and unauthorized access.

The IEEE 802.11 protocol also supports additional security features such as 802.1X authentication, WEP (Wired Equivalent Privacy), and WPA (Wi-Fi Protected Access).

The above features work together to provide a comprehensive security framework for wireless networks. By implementing these features, organizations can protect their sensitive information and maintain the integrity of their networks.

The following diagram illustrates the security features of the IEEE 802.11 standard:

---

**Diagram:**

```
+-------------------------+
| Authentication           |
| Key Management          |
| Encryption              |
| 802.1X Authentication   |
| WEP                     |
| WPA                     |
+-------------------------+
```

---

These security features are critical for organizations that rely on wireless networks for their operations. They ensure that sensitive data is protected and that network access is restricted to authorized users.
In this chapter, we overview cryptographic techniques for securing network communication. In Section 7.1, we describe the fundamentals of network security and the need for encryption. In Section 7.2, we discuss the role of cryptographic protocols in enforcing security policies on a network. In Section 7.3, we provide a more comprehensive discussion of key management. In Section 7.4, we cover the basics of network security, including the concepts of confidentiality, integrity, and authentication. In Section 7.5, we discuss the use of protocols and encryption in secure communication. In Section 7.6, we explore the use of public key infrastructure (PKI) for secure communication. In Section 7.7, we examine the use of symmetric key cryptography in network security. In Section 7.8, we discuss the use of hash functions and secure hash algorithms. In Section 7.9, we cover the use of message authentication codes (MACs). In Section 7.10, we discuss the use of secure communication protocols for network security.

Figure 7.35  RFC 11323 Web Protocol

We recommend the use of RFC 11323 for securing communication on a network. It provides a secure method for communicating over HTTP, ensuring the confidentiality and integrity of the data being transmitted. The protocol uses a combination of encryption and authentication to protect the data from unauthorized access. RFC 11323 is widely used in various applications, including web applications, secure messaging, and secure file transfer.

Summary

In this chapter, we have overviewed cryptographic techniques for securing network communication. We have discussed the fundamentals of network security, the role of cryptographic protocols, key management, network security concepts, public key infrastructure, symmetric key cryptography, hash functions, secure hash algorithms, message authentication codes, and secure communication protocols. We recommend the use of RFC 11323 for securing communication on a network, as it provides a secure method for communicating over HTTP.
Chapter 7: Review Questions

Homework Problems and Questions

1. Explain the difference between the encryption and decryption process.

2. Compare and contrast the symmetric key and public key encryption algorithms.

3. Discuss the advantages and disadvantages of each encryption method.

4. Describe the key management process in both symmetric and public key encryption.

5. Identify the role of digital signatures in ensuring data integrity.

6. Explain the importance of secure key exchange protocols.

7. Discuss the potential vulnerabilities of each encryption method and how they can be mitigated.

8. Evaluate the performance of symmetric and public key encryption algorithms in terms of speed and resource usage.

9. Analyze the impact of encryption on network performance and communication efficiency.

10. Compare the costs associated with implementing symmetric and public key encryption solutions.

11. Discuss the legal and regulatory considerations surrounding the use of encryption technologies.

12. Evaluate the role of encryption in fostering trust and security in digital communication.

13. Discuss the impact of encryption on the breach of personal data.

14. Evaluate the role of encryption in protecting critical infrastructure from cyber threats.

15. Discuss the role of encryption in the protection of sensitive information in the healthcare industry.

16. Evaluate the role of encryption in the protection of financial transactions.

17. Discuss the role of encryption in the protection of intellectual property.

18. Evaluate the role of encryption in the protection of personal data in the automotive industry.

19. Discuss the role of encryption in the protection of sensitive data in the education sector.

20. Evaluate the role of encryption in the protection of sensitive data in the banking sector.

21. Discuss the role of encryption in the protection of sensitive data in the government sector.

22. Evaluate the role of encryption in the protection of sensitive data in the media and entertainment sector.

23. Discuss the role of encryption in the protection of sensitive data in the energy sector.

24. Evaluate the role of encryption in the protection of sensitive data in the manufacturing sector.

25. Discuss the role of encryption in the protection of sensitive data in the transportation sector.

26. Evaluate the role of encryption in the protection of sensitive data in the retail sector.

27. Discuss the role of encryption in the protection of sensitive data in the telecommunications sector.

28. Evaluate the role of encryption in the protection of sensitive data in the hospitality sector.

29. Discuss the role of encryption in the protection of sensitive data in the non-profit sector.

30. Evaluate the role of encryption in the protection of sensitive data in the real estate sector.

31. Discuss the role of encryption in the protection of sensitive data in the construction sector.

32. Evaluate the role of encryption in the protection of sensitive data in the sports sector.

33. Discuss the role of encryption in the protection of sensitive data in the tourism sector.

34. Evaluate the role of encryption in the protection of sensitive data in the education sector.
Discussion Questions

1. List the reasons why the action taken may or may not be necessary to provide security.

2. Analyze the information provided in the table below.

<table>
<thead>
<tr>
<th>Step</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Analyze the action taken (e.g., accommodate, accommodate, accommodate)</td>
</tr>
<tr>
<td>2</td>
<td>Accommodate the action taken (e.g., accommodate, accommodate, accommodate)</td>
</tr>
<tr>
<td>3</td>
<td>Accommodate the action taken (e.g., accommodate, accommodate, accommodate)</td>
</tr>
</tbody>
</table>

3. In the next chapter, discuss the importance of the discussed topic.